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ClickFix tamadasok megtéveszté Windows BSOD

képernyékkel terjesztenek kartevot
(bleepingcomputer.com)

Egy Uj, ClickFix mechanizmusra épuld social engineering
kampany az eurdpai vendéglatdipari szektort célozza.
A tamadok a Windows operacios rendszer osszeomlasat imitald
Blue Screen of Death (BSOD) képernydk megjelenitésével érik
el, hogy az érintett felhasznaldok sajat maguk futtassak
a rosszindulatu kédot a rendszereiken. Bévebben...

Adobe ColdFusion szerverek

koordinalt tamadasok célkeresztjében
(securityweek.com)

A GreyNoise kiberbiztonsagi vallalat figyelmeztetése szerint egy
kiberblno6z6 vagy kiberblnozdi csoport egy kezdeti hozzaférés
megszerzésére iranyuld muvelet soran nagyjabdl egy tucat,
a ColdFusionhoz kothetdé sérulékenységet kisérelt meg
kihasznalni. Bévebben...

Lakossagi proxyhalézatokon keresztdil

novekszik a Kimwolf Android botnet
(securityweek.com)

A Kimwolf nevl botnet tobb mint 2 millid Android-eszkdzt
fert6zott meg, elsésorban lakossagi proxyhaldzatokon keresztul,
allitja a kiberbiztonsagi kutatasokkal foglalkozé Synthient.
A  Kimwolf legalabb 2025 augusztusa ota aktiv, és
a kbézelmultban az XlLab is részletesen elemezte, kulon
kiemelve, hogy a haldzat képes lehet rendkivul nagy volumenu
DDoS tamadasok inditasara. Bévebben...

Aktivan kihasznaljak a
D-Link sebezhetdségét

régi DSL routerekben
(bleepingcomputer.com)

A kiberblinézék aktivan
kihasznalnak egy nemrég
azonositott parancsinjektalasi
sebezhetdséget, amely tébb,
életciklusa végére ért (Eol)
D-Link DSL gateway routert
érint. A CVE-2026-0625
azonositon nyomon kdvetett
sebezhetdség a dnscfg.cgi
végpontot érinti, egy CGl-
konyvtarban nem megfeleléen
szUrt bemenetek miatt.
Bévebben...

Kritikus séruilékenység
az n8n platformon
(thehackernews.com)

A Kiberbiztonsagi kutatok
eqgy kritikus sulyossagu
sebezhetdséget azonositottak
az N8n munkafolyamat-
automatizacios platformon.
A CVE-2026-21858 azonositon
nyomon kovetett
sérulékenység (CVSS pontszam:
10,0) az érintett N8n-példanyok
teljes kompromittalédasahoz
vezethet.
Bévebben...
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https://nki.gov.hu/it-biztonsag/hirek/lakossagi-proxyhalozatokon-keresztul-novekszik-a-kimwolf-android-botnet/
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kdzepes magas kritikus

Az NBSZ NKI altal kezelt
incidensekre vonatkozé
statisztikai adatok

Az adatsorok melletti nyilak az
el6zé héthez viszonyitott
valtozasokat mutatjak.

Az elosztott

kormanyzati IT biztonsagi
csapdarendszerbdl
(GovProbel)

szarmazo adatok
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Elérhetdség Q
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FIRST Cold Incident Response Konferencia 2025

|
’: _S§ 2025. oktober 7 - 9.

A Nemzetbiztonsagi Szakszolgalat Nemzeti Kiberbiztonsagi Intézet
munkatarsai Széchenyi Terv Plusz palyazat részeként szakmai
ismeretbdvitésen vesznek részt a sulyos és szervezett, hataron atnyulo
blncselekmények elleni kuzdelem, illetve ilyen jellegl blncselekmények
megeldzésének fejlesztése céljabadl.

A projekt célja a kiberfenyegetések elleni fellépéshez szUkséges
friss ismeretek gyUjtése és megosztasa a hazai kiberbiztonsagi
szakemberekkel.

@  Oslo, Norvégia
59° 54'55.7" N
10° 45' 06.5" E
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A Nemzeti Kiberbiztonsagi Intézet munkatarsai 2025. oktéber 7-9. kozott részt vettek az Oslo-ban
megrendezésre kerulé éves FIRST Cold Incident Response konferencian.

A FIRST (Forum of Incident Response and Security Teams) halézatban Magyarorszagot az NBSZ
NKI képviseli. Az Osléban megrendezésre kerulé esemeény elsé napjan egy workshopra kerult sor,
amely a rosszindulat programok terjesztésének vizsgdlatara fokuszalt. A workshop gyakorlati
fokuszU volt, ahol az eléadd tobb szoftver alkalmazasan keresztUl mutatta be a malwarek
terjesztésének maodjait. A plenaris Ulések (oktdber 8-9) sordn az eléadasok fokuszaban az incidens
reagalas, a tamadoi trendek és a kulonféle tamadasi csoportok taktikainak elemzései alltak.
A konferencian lehetéség nyilt networkingre is, amely soran a finn Arctic Security cég kollégai
bemutattak csapatunknak a CTl elemzési platformjukat.

A konferencidn szamos szakmai eléadas hangzott el, azonban tébbséguk TLP Amber vagy Red
mindsitéssel volt ellatva, igy az aldbbiakban csak a TLP Clear szintl eladdsok Osszefoglaloit

kozoljuk.

1udxez591 102PAIPd ZS 40000-%202-%Z-Z1'S-ZSN1d-vad

Kiknek ajanlott a beszamolé megismerése?

) Vallalati IT-biztonsagi csapatoknak
) Kiberfenyegetés-kutatoknak és elemzéknek
) Biztonsagi mérndkdknek és fejlesztéknek

) Kiberbiztonsagi szakemberek szamara

A konferencia legfontosabb eléadasai az alabbiakban olvashaték.
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Workshop -
Rosszindulatu programok terjesztésének gyakorlati vizsgalata

A workshop a rosszindulatiG programok e-mailen és weben keresztuli kézbesitésének
elemzésére fokuszalt, kulonods tekintettel a fertézési lancok elsé szakaszaira. Az el6add
gyakorlati példakon keresztil szemléltette a kartevéterjesztés felismerésének és vizsgalatanak
modszereit, mely utan kulonbozé fajltipusokat, tobbek kozott PowerShell és VBScript-
szkripteket, makrés Office-dokumentumokat, HTML/HTA-letoltéket, LNK- és MSI-fjlokat,
valamint EML e-maileket lehetett vizsgalni virtualis REMnux kornyezetben. A cél a mintak
dekodolasa, az obfuszkalt szkriptek és makrok visszafejtése, valamint az indikatorok (URL,
domain, hash, parancsok) biztonsagos kinyerése volt. A feladatok soran a manualis elemzéshez
nyilt forraskodu eszk6zok, mint az olevba, oledump.py, CyberChef, oletools, Wireshark, peepdf,
pdf-parser, Inkinfo és msitools hasznalata volt javasolt. A képzést Hans Kristian Strgmme,

a Norvég Egészségligyi és Onkormanyzati CERT vezetd elemzdje tartotta.

Jorgen Bghnsdalen
El6adas egy célzott norvégiai szamlacsalasrol

Az eléadast Jgrgen Bghnsdalen a norvég Health CERT elemzdje tartotta, aki egy Norvegiat évek
Ota érinté szadmlacsalasi kampanyt mutatott be. A csaldsok soran a tamaddk rendkivdl
szofisztikalt hamis dijbekéré szamlakat kuldtek ki az egészséguigyi szektorban tevékenykedd
cégeknek. A szamlakon szerepld 6sszeg bar nem volt tdl nagy, de olyan sok céget tudtak
becsapni (tobb alkalommal), hogy igy is |ényeges kart okoztak nekik. A szakértd bemutatta, hogy
elemzéseik soran végul egy tamadaéi csoportra tudtak visszavezetni a csalds sorozatot, viszont
nem tudtak pontosan beazonositani az elkdvetdket. A szamlacsalasi kampany felhivta

a figyelmet a szektor szerepld kozti informacidaramlas fontossagara.
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Agot Storne
Fenyegetettség vadaszat kezdéknek

Agot Stornes a Norvég Munkaligyi és 3Jéléti Hivatal informatikusanak eléadasa
a fenyegetésvadaszat alapjairdl szolt. Az eléadd ismertette, hogyan lehet az allami szféra
korlatozottabb pénzigyi eréforrasainak kihasznalasaval is megfelelé fenyegetettség
vadaszatot és elemzést felépiteni. Kiemelte, hogy a fenyegetettség vadaszat egyik kezdoé Iépése
a kliens megfelel6 felmérése (példaul milyen tipusu tamadasokra vadaszunk? Milyen tipusu
tamadok johetnek széba? Milyen technikakat fognak alkalmazni? Hol talalhatunk nyomokat?).
Ha az adott cég nem is rendelkezik korlatlan pénzugyi eréforrasokkal, egyszerl logelemzésekre

alapozva is felépithet6 egy alapszintl threat hunt kapacitas.

Raymond Hagen, Digdir
APT-k elleni védekezés

udXez591 102PAId 'ZS Y000-420Z-+Z-Z'1'S-ZSN1d-vdd

Raymond Hagen prezentacidjaban a tdlzott automatizacié kockazataira hivta fel a figyelmet
egy SOC koézpont bemutatdsan keresztul. Amennyiben az elemzdék hajlamosak teljes
mértékben az automata rendszerekre hagyatkozni a detektaldas soran, akkor kénnyen
kialakulhat un. ,silent failure”, mely sordn egy szofisztikdlt ATP atjut a rendszeren (példaul
egy j6 evasion technikanak koszonhetéen, ami az automata rendszeren atment). Felhivta
a figyelmet a biztonsagi csapatok tipikus hibaira (reagalasi hibak, tuldetektalds technoldgiai
flggdség, tudas erdzid) Az eléadd kiemelte, hogy a hatékony védekezés kulcsa az APT-k elleni
harcban egy SOC csapaton bellUl az automatizalas megfelel6 mértékd hasznalata,

és a prioritasokra valo fokuszalas.
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Marthe R. Rogndokken, Sopra Steria
Tamado aktorok profilozasa

Az elbaddk betekintést nyljtottak a fenyegetdé szereplok profilozasaba. A profilozas soran
a szakértdk viselkedésmintak, kommunikacios stilusok és muszaki jellemzdék alapjan probaljak
minél pontosabban meghatarozni, ki allhat egy tamadas mdgdétt. Bemutatasra kerult a PACT
attriblciés modell is, ami a kiberfenyegetés-attriblcié egyik elemzdi megkozelitése. A modell
tulajdonképpen a Diamond Modell stratégiai kiegészitése, hiszen a tdmadd kilétérdl
és motivaciojardl is leirast ad. (PACT, P: Political, A: Administartive, C: Cultural, T: Technical)
A PACT modell nem csak technikai értékelést ad, hanem a tamadas szervezeti hatterét
és kulturalis kontextusat is figyelembe veszi, ezdltal pontosabb képet kaphatunk egy adott

aktorrol.
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Webs Week 2025, Web 3.0 and Al konferencia

e o |
': _S§ 2025. november 26 - 27.

A Nemzetbiztonsagi Szakszolgalat Nemzeti Kiberbiztonsagi Intézet
munkatarsai Széchenyi Terv Plusz palyazat részeként szakmai
ismeretbdvitésen vesznek részt a sulyos és szervezett, hataron atnyulo
blncselekmények elleni kuzdelem, illetve ilyen jellegl blncselekmények
megeldzésének fejlesztése céljabadl.

A projekt célja a kiberfenyegetések elleni fellépéshez szUkséges
friss ismeretek gyUjtése és megosztasa a hazai kiberbiztonsagi
szakemberekkel.

1uDX9z594 10Z2PAIPd ZS '0000-4202-4Z-Z1'S-ZSN1d-vad

©® Dubai, Egyesiilt
Arab Emirségek
25°15'56.08" N
55°18' 35.32" E



BBA-PLUSZ-3.1.2-24-2024-00003. sz. palydzat részeként

L1996,

*

- ®¢.. | NEMZETI
- "’ rKIBERBIZTO&GI

| INTEZET
*

A= &
qolvs;;; 51@‘

@

®

A Nemzeti Kiberbiztonsagi Intézet munkatarsai részt vettek a 2025. november 26-27. kozott
Dubaiban megrendezésre kerul6 Webs Week Web 3.0. konferencian. A konferencia célja,
hogy hozzaférhetdvé tegye a legfrissebb tudast és innovaciés megoldasokat az IT technoldgia
és Kkiberbiztonsag, pénzugyi trendek, fintech, adatvédelem és a mesterséges intelligencia
terlletén a résztvevék szamara. Az elsé alkalommmal 2024-ben megrendezett konferencia
kdzosségi szemléletet képvisel, és arra torekszik, hogy oOsszekapcsolja a kiberbiztonsagi
kozosségeket, a szakembereket, fejlesztéket, kutatdkat, vallalatokat és szponzorokat elésegitve

a tudasmegosztast és az egyuttmukodeést.

Kiknek ajanlott a beszamolé megismerése?

, Incidenskezel6k szamara
, Digitalis elemzéssel foglalkozé szakemberek szamara

, Minden kiberbiztonsagi szakember szamara

A szakmailag legfontosabb eléadasok és bemutatok rovid osszefoglaléja az aldbbiakban
olvashaté.
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A konferencia el6addi a mesterséges intelligencia, a Web 3.0 és a digitalis innovacio
terdletének meghatarozo szakértdi. Az eseményen olyan vezetdk és cégalapitdk szoélaltak fel,
akik a blockchain, fintech és a decentralizalt technolégiak jovéjét formaljak. Rajat Sakhuja,
a Mastercard blokklanc és digitalis eszk6zok igazgatdja Dubajbdl érkezett, mig Kristijan Glibo,
a Primary FZCO és a Beyondi alapitéja a startup vilag innovaciéit mutatta be. Ali Safri, az
Avanza Innovations mUszaki igazgatdja a Web3 megoldasok gyakorlati alkalmazasarél
beszélt, Gustavo Antonio Montero pedig a Carter Capital elndkeként a befektetési trendeket
ismertette a konferencia f6 témajaval kapcsolatba hozva.

David Palmer, a Vodafone Pairpoint Web3 platform tarsalapitdéja az eurdpai
telekommunikaciés szektor perspektivait mutatta be, mig Dr. Mahmoud Abdawi, a First Abu
Dhabi Bank fintech partnerségi vezetdje a pénziigyi innovacidk és a mesterséges intelligencia
kapcsolatat feszegette. Giovanni Everduin, a Commercial Bank International stratégiai
és innovacios igazgatdja a banki digitalizacié kihivasait elemezte. Emellett olyan eléaddk is
szerepeltek, mint Lianna Adams, aki a mlivészet és az Al technolégia dsszefonddasardl beszél,
vagy Una Wang, a LingoAl alapitdja, aki a szakteruletén legpraktikusabb és leggyakrabban
hasznalt Al nyelvi megoldasokat mutatta be.

1uDX9z594 10Z2PAIPd ZS '0000-4202-4Z-Z1'S-ZSN1d-vad

A programban helyet kaptak jogi és szabdlyozasi kérdések is Sadri Sali,
blokklanctechnoldgidval foglalkozé eurdpai jogasz elbadasaban, valamint a kiberbiztonsag
és adatvédelem témai Aliasgar Dohadwala, a Dubai Chamber of Commerce képviseletében.
A Binance intézményi kapcsolatokért felelés Paola Moran a kriptoeszk6zok globalis trendjeit
ismertette, mig Anna Tutova, a Coinstelegram vezérigazgatdja a médiakommunikacioé szerepét
emelte ki a Web3 vilagaban.

Osszességében az eléadék a mesterséges intelligencia, a digitidlis pénziugyek és
a kiberbiztonsag legGjabb fejleményeit mutattak be, kUl6nds hangsulyt fektetve arra, hogyan
alakitjak ezek a technoldgidak a gazdasagot és a tarsadalmat, valamint ez hogyan jelenik meg
az europai szintéren és az egyesult arab emiratusi allampolgarok életében.
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Jogi panel
A panel soran 5 kulcstéma kerult el6térbe:

Governance és felelésségvallalas a DAO-kban: Nathan Vandy (DappRadar) részletesen beszélt
arrédl, hogy a decentralizalt autoném szervezetekben milyen ,0sszecsengések” vannak
dontéshozatal és a vezetdi felelésseg kozott? A jelenlegi nemzeti jogrendszerekben a felelésség
személyhez vagy jogi entitashoz kétédik, mig a DAO-kban ez elmosddik. Ez felveti a kérdést:

ki felelés egy hibas dontésért vagy egy jogsérté tranzakciéért?

Szabadlyozasi keretek és compliance: Karola Xenia Kassai (KassaiLaw) kiemelte, hogy a Web3
és fintech teriiletén a jogi megfelelés nem csupan technikai kérdés, hanem stratégiai
kockazatkezelési elem is. Az EU-ban példaul a MICA (Markets in Crypto-Assets) rendelet
probalja lefedni a kriptoeszkdzok piacat, de a DAO-k és DeFi projektek szabalyozasa tovabbra

is ,szUrke zéna”.

Kiberbiztonsag és adatvédelem jogi aspektusai: Aliasgar Dohadwala (Dubai Chamber of
Commerce) hangsulyozta, hogy a Web3 vildgaban a kiberbiztonsagi incidensek jogi
kovetkezményei sokkal &sszetettebbek, mert a decentralizdlt rendszerekben nehéz

azonositani a felelés szereplét.

Nemzetkozi harmonizacié sziikségessége: A decentralizalt rendszerek globalisak, igy a
nemzeti jogszabdlyok énmagukban nem elegenddéek. Az EU MICA rendelete j6 kezdet, de a
vilag tébbi részével vald 6sszehangolas elengedhetetlen. A konferencia eléaddi az egységes
nemzetkozi jogalkotas lehetéségei vonatkozasdban is fogalmaztak meg a Ujitd és kreativ

gondolatokat.
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Compliance és kockazatkezelés: A jogi megfelelés nem csupan szabalyozasi kérdés, hanem

reputacios és pénziigyi kockazat is. Ezért a jogasz szerepe stratégiai szinten felértékelsdik.

Fobb Uzenetek és allaspontok

1. Német perspektiva — Matthias Steger

Matthias Steger hangsulyozta, hogy a jogszabalyoknak érthetének és életszeriinek kell lennitik.
Németorszagban a szabalyozas alapelve az, hogy az IT technolégiai fejlesztések dnmagukban
udvozlenddk, de a felhasznalas mddja a dontd. Példaként emlitette: Ma a nemzetkdzi
kiberbiztonsagi domain-ben mozogva IT technikailag lehetséges lenne robotokat fegyverrel
felszerelni, de a jogi és etikai szabalyozas kimondja, hogy ezt nem tesszUk meg. Megitélése szerint
az Al hasznalatat is korlatozni kell ott, ahol az emberi dontés és felelé6sség nem

helyettesitheté. Steger szerint a nemzeti szabdlyozasnak nemcsak jogszabdlyi tiltdsokat,

1uDX9z594 10Z2PAIPd ZS '0000-4202-4Z-Z1'S-ZSN1d-vad

szankcios mechanizmusokat kell tartalmaznia, hanem pozitiv kereteket, amelyek lehetévé teszik
az innovaciét, de megakadalyozzak a visszaéléseket. Ezért fontos, hogy az Al etikai és jogi
kérdéseit mar a kozépszinti oktatasban is tanitsuk, hogy a jové generaciéi tudatosan

haszndljak ezeket a technolégidkat.
2. Dan perspektiva - Morten Rongaard

Morten Rongaard a gyakorlati megvalésithatésagot és az ,akcidoképességet” emelte ki
a szabalyozasi elemek kapcsan. Szerinte a kiberbiztonsagi €s jogi keretrendszernek nem elméeleti
szinten kell maradnia, hanem olyan eszko6zoket és modszereket kell biztositania, amelyek
valoban alkalmazhatéva valnak a gyakorlatban. Alldaspontja szerint az Al-t nem démonizalni kell,

hanem szabalyozasi keretek kozé szoritani. A blockchain ebben kulcsszerepet jatszhat, mert
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,bizalmi horgonyként” muikédik: minden tranzakcié és doéntés nyomon koévethetd,
auditalhaté. Rongaard szerint az Al nem autondm ,Ur”, hanem ,intelligens szolga”, amelyet az
embernek kellen irdnyitani. Enhez azonban technikai és jogi kontrollmechanizmusokra van

szUukség.
3. Egyesllt Arab Emirségek perspektiva - Muhammad Salman Anjum és Amir Negm

Mindkét eléadd kiemelte, hogy az Al és Web3 integracidja a Kozel-Keleten stratégiai prioritas,
de a szabalyozasnak lépést kell tartania vele. Muhammad Salman Anjum szerint az Al altal
vezérelt rendszereknek atlathaténak és auditalhaténak kell lennitk, kulondsen a pénzugyi
szektorban. Amir Negm hozzatette, hogy a decentralizdlt rendszerekben a felelésség és
a biztonsag kérdése kritikus, hangsulyozta, hogy az emberi kontroll nem veszitheti el

a szerepét, még akkor sem, ha az Al képes 6nallé dontésekre.

KassaiLaw

Karola Xenia Kassai (KassaiLaw) el6adasaban az EU Al Act gyakorlati implementaciojarél
beszélt, és egy vilagos megfeleléségi roadmapet vazolt fel, amely nemcsak jogi, hanem Uzleti
szempontbdl is stratégiai elényt jelenthet. Az el6add beszamolt arrdl, hogy az EU Al Act az elsé
olyan atfogdé szabalyozas, amely az Al rendszerek kockazati kategdridk szerinti besorolasat,
atlathatdsagi

és auditalhatdésagi kovetelmeényeit irja elé. A szankcios oldalt vizsgalva, a kiszabhatd birsagok
rendkivul sulyosak. Akar 35 millié eurd vagy a globalis arbevétel 7%-a. Az eléadd kiemelte, hogy

a jogi megfelelés nem opcionadlis, hanem Uzleti tulélési kérdésként kezelhetd.
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Kassailaw altal javasolt roadmap az Al Act implementacidjara

1. Piaci hitelesség és elény

Miért fontos? Az Al Act-nek valé megfelelés nemcsak jogi kdtelezettség, hanem
versenyeldny. Azok a cégek, amelyek elséként demonstraljak a megfelelést, piaci

bizalmat és Uj Ugyfeleket szereznek.

»Akciopont”: Kommunikalni kell a megfeleléségi statuszt (pl. ,Al Act Ready” tanusitvany),

ami Uj piacokra valo belépést és partneri bizalmat épit.
2. Partnerség EU-s szerepldkkel

Miért fontos? Az Al Act harmonizalt eurdpai keretet hoz Iétre, igy a nem EU-s cégeknek
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is egyutt kell mUkédniuk EU-s partnerekkel.

»Akciopont”: Létre kell hozni compliance partnerségeket jogi tanacsaddkkal, auditalo

cégekkel és IT technoldgiai szolgaltatokkal.
3. Termék- és szolgaltatas-differencidlas

Miért fontos? Az Al Act eldirja az atlathatdsagot, kockazatértékelést és felhasznaloi

tajékoztatast.

»Akcidopont”: A termékekbe be kell épiteni compliance-by-design megoldasokat

(példaul Al déntések magyarazhatésaga, audit trail).
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4. Kockazatcsokkentés és birsagok elkerulése

Miért fontos? A birsagok extrém magasak, ezért a megfelelés hidnya nemcsak

pénzugyi, hanem reputacios katasztrofa.
»Akciépont”:

o Kockazati kategdria meghatarozasa (Al Act szerint: tiltott, magas kockazatu,

korlatozott kockazatu).

¢ Medgfelel6ségi dokumentacio: technikai fajl, kockazatelemzés, felhasznaloi

tajékoztatas.

e Folyamatos monitoring és auditalas.
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Keynote Forum

A nyité elbéadas két fontos témat érintett. Gustavo Antonio Montero, a Carter Capital alapitd
elndke arrél beszélt, hogyan alakult at a hagyomanyos pénziigyi rendszer a Web3 vilagaba
integralédva, és milyen kihivasokkal szembesiltek a gazdasagi szereplék e téren.
Ezt kovetéen José N, a VAF Compliance muveleti és termékvezetdje az Egyesult Arab
Emirségekbdl a VARA szabalyozas és a Web3 kapcsolatat elemezte, kiemelve a jogi keretek

és a decentralizalt technolégidk kozétti egyensily fontossagat.
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Session 1
Building the Web of Tomorrow

A panelbeszélgetést Saima Sabir, globalis stratégiai tanacsadd és Al nagykdvet moderalta.
A résztvevok kozédtt volt Sheikh Muhammad Noman, a Pegasus Capital Investments alapito-
vezérigazgatdja, aki a befektetési trendekrdl és a pénziigyi modellek jovojérdl beszélt. Dixon
Melitt James, a TeamX alapitdja az innovacié és a startup o6koszisztéma szerepét hangsulyozta
a Web3 fejlédésében. Guido Santos, a Genesis Digital Solutions tarsalapitdja és vezérigazgatdja
a digitalis megoldasok skaldazhatésagardl osztott meg gondolatokat, mig Ahmed Gamal, a VAST

Data regionalis értékesitési igazgatdja az adatkezelés és adattarolas Uj kihivasait mutatta be.
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