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Tovabbi érdekességekért és
IT biztonsaggal kapcsolatos
tartalmakeért latogasson el
LinkedIn oldalunkra vagy
hallgassa meg podcast
adasainkat!
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A FortiCloud SSO-t érintd, aktivan kihasznalt

nulladik napi sérilékenység
(bleepingcomputer.com)

A Fortinet egy Uj, kritikus sulyossagu, aktivan kihasznalt
sérulékenységre hivta fel a figyelmet, amely a FortiCloud
egyszeri bejelentkezési (Single Sign-On, SSO) mechanizmusat
érinti. A CVE-2026-24858 azonositon nyomon kovetett
sebezhetéség a hitelesités megkerulést teszi lehetéveé.
Bévebben...

A SharePoint keril kihasznalasra egy energiaipart

célzé adathalasz kampanyban
(securityweek.com)

A Microsoft figyelmeztetése szerint a kiberblndzék egy
Uj adathaldsz kampanyban élnek vissza a SharePointtal
payloadok terjesztésére, Kkifejezetten az energetikai szektor
szervezeteit célozva. Az egyik Microsoft altal elemzett tébb
lépcsés tamadas egy ugynevezett adversary-in-the-middle
tipusu adathalaszattal indult. Bévebben...

Mesterséges intelligenciaval tamogatott

allasajanlatokhoz kapcsolédé atverések
(gbhackers.com)

Az utobbi idészakban egyre gyakoribbak azok az online
csalasok, amelyek allasajanlatnak alcazva prdébalnak ravenni
felhasznaldkat arra, hogy ferté6zott fajlokat toltsenek le és
nyissanak meg. Atlagos felhasznalok, allaskeresék, palyakezddk
és tapasztalt szakemberek egyarant célpontta valhatnak,
kulonosen akkor, ha munkahelyi vagy személyes szamitdgépen
kezelik az ilyen jellegl megkereséseket. Bévebben...

Quishing: latvanyos
QR-kédokkal tamadnak

a kiberbiin6zé6k
(knowbe4.com)

A KiberblUnézdk egyre
gyakrabban hasznalnak
latvanyosan modositott QR-
kodokat adathalasz linkek
terjesztésére — figyelmeztet
a Help Net Security. A QR-koédos
adathalaszat (quishing) mar
onmagaban is nehezen
észlelhetd, mivel a QR-kddok
nem jelenitik meg elére
a céloldal URL-jét.
Bévebben...

A CrashFix tamadasi
kampany a vallalati
rendszereket veszi célba
(darkreading.com)

A Huntress Labs friss jelentése
szerint egy Uj, kifinomult
tamadasi kampany, a CrashFix,
a ClickFix tamadasok
tovabbfejlesztett valtozata,
amely célzottan vallalati
rendszereket, valamint otthoni
felhasznaldkat érint.
Bévebben...


https://www.darkreading.com/cyberattacks-data-breaches/crashfix-scam-crashes-browsers-delivers-malware
https://nki.gov.hu/it-biztonsag/hirek/a-crashfix-tamadasi-kampany-a-vallalati-rendszereket-veszi-celba/
https://blog.knowbe4.com/warning-fancy-qr-codes-are-making-quishing-more-dangerous
https://nki.gov.hu/it-biztonsag/hirek/quishing-latvanyos-qr-kodokkal-tamadnak-a-kiberbunozok/
https://www.bleepingcomputer.com/news/security/fortinet-blocks-exploited-forticloud-sso-zero-day-until-patch-is-ready/
https://nki.gov.hu/it-biztonsag/hirek/a-forticloud-sso-t-erinto-aktivan-kihasznalt-nulladik-napi-serulekenyseg/
https://www.securityweek.com/phishers-abuse-sharepoint-in-new-campaign-targeting-energy-sector/
https://nki.gov.hu/it-biztonsag/hirek/a-sharepoint-kerul-kihasznalasra-egy-energiaipart-celzo-adathalasz-kampanyban/
https://gbhackers.com/purerat-malware/
https://nki.gov.hu/it-biztonsag/hirek/mesterseges-intelligenciaval-tamogatott-allasajanlatokhoz-kapcsolodo-atveresek/
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Merre tovabb? Hazai kiberbiztonsagi képzések
[aktuadlis]

Hamarosan itt az egyetemi felvételi jelentkezési
hatarideje, de nem tudod merre menj tovabb?
Kiberbiztonsaggal szeretnél foglalkozni, de 6sszezavarnak
a kulénbdzé palyaorientacios lehetdéségek? Esetleg mar
most a kiberbiztonsag egy részteruletén dolgozol, de
tovabbfejlesztenéd tudasod? Jelen adasunkban Tamas és
Olivér jarjak korbe a hazai iskolarendszerU kiberbiztonsag-
koézpontu képzési kindlatot, mankot nydjtva mindazok
szamara, akik jelenleg a slrU tovabbképzések labirintusaban

probalnak eligazodni.

Meghallgatom

Erdekli, hogyan
formalhatjak a jovot
a kulonbozé
kiberbiztonsagi
kihivasok?

Fedezze fel velink a
legizgalmasabb témakat,
a szakértoi tippektol
egészen a legujabb
trendekig!
Kovesse podcastiunket
a legnépszeriibb
feluleteken!
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https://kibertamadas.simplecast.com/episodes/merre-tovabb-hazai-kiberbiztonsagi-kepzesek-aktualis
https://kibertamadas.simplecast.com/episodes/merre-tovabb-hazai-kiberbiztonsagi-kepzesek-aktualis
https://open.spotify.com/show/5CzKp0NBJLI1cvncU9TjRD?si=98ddd81d56c9465c
https://podcasts.apple.com/hu/podcast/kibert%C3%A1mad%C3%A1s/id1532692483
https://kibertamadas.simplecast.com/episodes

