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További érdekességekért és  
IT biztonsággal kapcsolatos 
tartalmakért látogasson el 
LinkedIn oldalunkra vagy 

hallgassa meg podcast 
adásainkat! 

https://hu.linkedin.com/company/nemzeti-kibervedelmi-intezet
https://kibertamadas.simplecast.com/


HÍREK
 

A CrashFix támadási 
kampány a vállalati 

rendszereket veszi célba
(darkreading.com)  

A Huntress Labs friss jelentése 
szerint egy új, kifinomult 

támadási kampány, a CrashFix, 
a ClickFix támadások 

továbbfejlesztett változata, 
amely célzottan vállalati 

rendszereket, valamint otthoni 
felhasználókat érint. 

Bővebben... 

Quishing: látványos  
QR-kódokkal támadnak  

a kiberbűnözők
(knowbe4.com)  

A kiberbűnözők egyre 
gyakrabban használnak 

látványosan módosított QR-
kódokat adathalász linkek 

terjesztésére – figyelmeztet  
a Help Net Security. A QR-kódos 

adathalászat (quishing) már 
önmagában is nehezen 

észlelhető, mivel a QR-kódok 
nem jelenítik meg előre  

a céloldal URL-jét.  
Bővebben... 

A FortiCloud SSO-t érintő, aktívan kihasznált 
nulladik napi sérülékenység 

(bleepingcomputer.com)  

A Fortinet egy új, kritikus súlyosságú, aktívan kihasznált 
sérülékenységre hívta fel a figyelmet, amely a FortiCloud 
egyszeri bejelentkezési (Single Sign-On, SSO) mechanizmusát 
érinti. A CVE-2026-24858 azonosítón nyomon követett 
sebezhetőség a hitelesítés megkerülést teszi lehetővé. 
Bővebben... 

A SharePoint kerül kihasználásra egy energiaipart 
célzó adathalász kampányban 

(securityweek.com)  

A Microsoft figyelmeztetése szerint a kiberbűnözők egy  
új adathalász kampányban élnek vissza a SharePointtal 
payloadok terjesztésére, kifejezetten az energetikai szektor 
szervezeteit célozva. Az egyik Microsoft által elemzett több 
lépcsős támadás egy úgynevezett adversary-in-the-middle 
típusú adathalászattal indult. Bővebben...  

Mesterséges intelligenciával támogatott 
állásajánlatokhoz kapcsolódó átverések  

(gbhackers.com)  

Az utóbbi időszakban egyre gyakoribbak azok az online 
csalások, amelyek állásajánlatnak álcázva próbálnak rávenni 
felhasználókat arra, hogy fertőzött fájlokat töltsenek le és 
nyissanak meg. Átlagos felhasználók, álláskeresők, pályakezdők 
és tapasztalt szakemberek egyaránt célponttá válhatnak, 
különösen akkor, ha munkahelyi vagy személyes számítógépen 
kezelik az ilyen jellegű megkereséseket. Bővebben... 

https://www.darkreading.com/cyberattacks-data-breaches/crashfix-scam-crashes-browsers-delivers-malware
https://nki.gov.hu/it-biztonsag/hirek/a-crashfix-tamadasi-kampany-a-vallalati-rendszereket-veszi-celba/
https://blog.knowbe4.com/warning-fancy-qr-codes-are-making-quishing-more-dangerous
https://nki.gov.hu/it-biztonsag/hirek/quishing-latvanyos-qr-kodokkal-tamadnak-a-kiberbunozok/
https://www.bleepingcomputer.com/news/security/fortinet-blocks-exploited-forticloud-sso-zero-day-until-patch-is-ready/
https://nki.gov.hu/it-biztonsag/hirek/a-forticloud-sso-t-erinto-aktivan-kihasznalt-nulladik-napi-serulekenyseg/
https://www.securityweek.com/phishers-abuse-sharepoint-in-new-campaign-targeting-energy-sector/
https://nki.gov.hu/it-biztonsag/hirek/a-sharepoint-kerul-kihasznalasra-egy-energiaipart-celzo-adathalasz-kampanyban/
https://gbhackers.com/purerat-malware/
https://nki.gov.hu/it-biztonsag/hirek/mesterseges-intelligenciaval-tamogatott-allasajanlatokhoz-kapcsolodo-atveresek/


STATISZTIKAI ADATOK
 

Fenyegetettségi szint: 

Az elosztott  
kormányzati IT biztonsági 

csapdarendszerből
(GovProbe1)  

származó adatok 

2026. 01. 23. — 2026. 01. 29. 

Az NBSZ NKI által kezelt 
incidensekre vonatkozó 

statisztikai adatok 

Az adatsorok melletti nyilak az 
előző héthez viszonyított 

változásokat mutatják. 

  



Merre tovább? Hazai kiberbiztonsági képzések 
[aktuális] 

 

Hamarosan itt az egyetemi felvételi jelentkezési  
határideje, de nem tudod merre menj tovább? 

Kiberbiztonsággal szeretnél foglalkozni, de összezavarnak  
a különböző pályaorientációs lehetőségek? Esetleg már  

most a kiberbiztonság egy részterületén dolgozol, de 
továbbfejlesztenéd tudásod? Jelen adásunkban Tamás és 
Olivér járják körbe a hazai iskolarendszerű kiberbiztonság-

központú képzési kínálatot, mankót nyújtva mindazok  
számára, akik jelenleg a sűrű továbbképzések labirintusában 

próbálnak eligazodni.     

PODCAST
 

Meghallgatom 

Érdekli, hogyan 
formálhatják a jövőt  

a különböző 
kiberbiztonsági 

kihívások? 

Fedezze fel velünk a 
legizgalmasabb témákat, 

a szakértői tippektől 
egészen a legújabb 

trendekig! 
 Kövesse podcastünket  

a legnépszerűbb 
felületeken! 

https://kibertamadas.simplecast.com/episodes/merre-tovabb-hazai-kiberbiztonsagi-kepzesek-aktualis
https://kibertamadas.simplecast.com/episodes/merre-tovabb-hazai-kiberbiztonsagi-kepzesek-aktualis
https://open.spotify.com/show/5CzKp0NBJLI1cvncU9TjRD?si=98ddd81d56c9465c
https://podcasts.apple.com/hu/podcast/kibert%C3%A1mad%C3%A1s/id1532692483
https://kibertamadas.simplecast.com/episodes

