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HÍREK
 

Biztonsági incidens 
történt az Európai 

Bizottságnál 
(bleepingcomputer.com)  

Vizsgálatot indított az Európai 
Bizottság egy, a 

mobileszközkezelő rendszerét 
ért kibertámadás miatt. 2026. 

január 30-án az Európai 
Bizottság kibertámadásra utaló 

jeleket tapasztalt a 
mobileszközöket kezelő 

központi infrastruktúráján. 
Bővebben...  

Kibertámadás érte 
Románia nemzeti 

olajvezeték-
üzemeltetőjét 

(bleepingcoputer.com)  

A Conpet olajvezeték-
üzemeltető cég előző heti 
sajtóközleményében arról 

nyilatkozott, hogy 
kibertámadás érte az 

informatikai rendszereit, 
aminek következtében 

elérhetetlenné vált a 
weboldaluk (www.conpet.ro). 

Bővebben...  

Szingapúri telekommunikációs vállalatokat vett 
célba egy Kínához köthető APT csoport 

(securityweek.com)  

Az UNC3886 néven hivatkozott, Kínához köthető APT csoport 
kiberkémkedési kampányt indított Szingapúr 
telekommunikációs szektora ellen, jelentette be a Szingapúri 
Kiberbiztonsági Ügynökség (CSA). Az Ügynökség és az 
Infocomm Media Development Authority (IMDA) közös védelmi 
hadműveletet (CYBER GUARDIAN) kezdeményezett a 
telekommunikációs szektor védelme érdekében. Bővebben...  

Magas beosztású Signal felhasználókat vettek 
célba a kiberbűnözők 

(bleepingcomputer.com)  

Biztonsági figyelmeztetést adott ki a német belföldi hírszerző 
ügynökség a Signal üzenetküldő alkalmazáson terjedő 
adathalász üzenetekkel kapcsolatban. A német Szövetségi 
Alkotmányvédelmi Hivatal (BfV) és a Szövetségi 
Információbiztonsági Hivatal (BSI) adatai szerint a támadási 
kampány feltehetően egy állami támogatású kiberbűnözői 
csoporthoz köthető, és német, valamint európai politikusokat, 
katonatiszteket, diplomatákat és oknyomozó újságírókat céloz. 
Bővebben...  

Kötelező érvényű irányelvet adott ki a CISA 
(bleepingcomputer.com)  

Az Egyesült Államok Kiberbiztonsági és Infrastruktúra-
biztonsági Ügynöksége (CISA) új, kötelező érvényű irányelve 
(BOD 26-02) előírja a szövetségi ügynökségek számára, hogy 
távolítsák el azokat a hálózati peremeszközeiket, amelyek már 
nem kapnak gyári frissítéseket. Bővebben...  

https://www.bleepingcomputer.com/news/security/european-commission-discloses-breach-that-exposed-staff-data/
https://nki.gov.hu/it-biztonsag/hirek/biztonsagi-incidens-tortent-az-europai-bizottsagnal/
https://www.bleepingcomputer.com/news/security/romanian-oil-pipeline-operator-conpet-discloses-cyberattack-qilin-ransomware/
https://www.facebook.com/permalink.php?story_fbid=pfbid0f9KtVdGE2Z2UdZYeH4qi9nzzGNT2uKYNcs9sRRnyJJz81vRzBXGAQBYgrQ6ao43Rl&id=100057500618073
https://nki.gov.hu/it-biztonsag/hirek/kibertamadas-erte-romania-nemzeti-olajvezetek-uzemeltetojet/
https://securityaffairs.com/187792/apt/china-linked-apt-unc3886-targets-singapore-telcos.html
https://nki.gov.hu/it-biztonsag/hirek/szingapuri-telekommunikacios-vallalatokat-vett-celba-egy-kinahoz-kotheto-apt-csoport/
https://www.bleepingcomputer.com/news/security/germany-warns-of-signal-account-hijacking-targeting-senior-figures/
https://nki.gov.hu/it-biztonsag/hirek/magas-beosztasu-signal-felhasznalokat-vettek-celba-a-kiberbunozok/
https://www.bleepingcomputer.com/news/security/cisa-orders-federal-agencies-to-replace-end-of-life-edge-devices/
https://nki.gov.hu/it-biztonsag/hirek/kotelezo-ervenyu-iranyelvet-adott-ki-a-cisa/


STATISZTIKAI ADATOK
 

Fenyegetettségi szint: 

Az elosztott  
kormányzati IT biztonsági 

csapdarendszerből
(GovProbe1)  

származó adatok 

2026. 02. 06. — 2026. 02. 12. 

Az NBSZ NKI által kezelt 
incidensekre vonatkozó 

statisztikai adatok 

Az adatsorok melletti nyilak az 
előző héthez viszonyított 

változásokat mutatják. 



 
RIASZTÁSOK 

TÁJÉKOZTATÁSOK
 

Tájékoztatás Adobe 

szoftverek 

sérülékenységeiről – 

2026. február  

 
A Nemzetbiztonsági 

Szakszolgálat Nemzeti 
Kiberbiztonsági Intézet (NBSZ 

NKI) tájékoztatót ad ki az 
Adobe szoftverfejlesztő cég 

termékeit érintő 
sérülékenységekkel 

kapcsolatban, azok súlyossága, 
valamint az egyes biztonsági 

hibákat érintő aktív 
kihasználások miatt.  

Összesen 44 különálló CVE 
számmal rendelkező 

sérülékenység került javításra, 
ezek közül – a gyártói 

besorolás szerint – 27 kritikus, 
17 magas kockázati 

besorolású.  

Elolvasom 

 

Riasztás Microsoft termékeket érintő 

sérülékenységekről  

 

A Nemzetbiztonsági Szakszolgálat Nemzeti Kiberbiztonsági 
Intézet (NBSZ NKI) riasztást ad ki a Microsoft szoftvereket 

érintő kritikus kockázati besorolású sérülékenységek 
kapcsán, azok súlyossága, kihasználhatósága és a 

szoftverek széleskörű elterjedtsége miatt.  

A Microsoft tárgyhavi biztonsági csomagjában összesen 58 
különböző biztonsági hibát javított, köztük 6 db nulladik 
napi (zero-day) sebezhetőséget is amelyet a Microsoft 

tájékoztatása szerint támadók kihasználhattak, mivel már a 
javítás előtt publikálásra került:  

CVE-2026-21510 
CVE-2026-21513 
CVE-2026-21514 
CVE-2026-21519 
CVE-2026-21525 
CVE-2026-21533 

Elolvasom 

https://nki.gov.hu/figyelmeztetesek/tajekoztatas/tajekoztatas-adobe-szoftverek-serulekenysegeirol-2026-februar/
https://nki.gov.hu/figyelmeztetesek/tajekoztatas/tajekoztatas-adobe-szoftverek-serulekenysegeirol-2026-februar/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21510/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21513/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21514/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21519/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21525/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21533/
https://nki.gov.hu/figyelmeztetesek/riasztas/riasztas-microsoft-termekeket-erinto-serulekenysegekrol-2026-februar/
https://nki.gov.hu/figyelmeztetesek/riasztas/riasztas-microsoft-termekeket-erinto-serulekenysegekrol-2026-februar/


Közeleg a Valentin-nap  
és ezt az online csalók is tudják  

 

Köztudott, hogy február 14-e a szerelmesek napja. Ezzel a 
ténnyel azonban az online csalók is tisztában vannak.  

Ebben az időszakban éppen ezért, minden évben 
megnövekszik a szerelemmel kapcsolatos online átverések 
száma, más szóval a romantikus csalásoké. Íme 5 tipp, hogyan 
maradhatunk mégis biztonságban online ismerkedés közben.  

Elolvasom  

Célkeresztben az 
üzenetküldő 
alkalmazások  
– óvatosan a 

meghívókkal! 

 

További érdekességekért, 
hasznos tippekért és 

tanácsokért olvassa el 
korábbi tippünket is!  

IT BIZTONSÁGI TIPP
 

https://nki.gov.hu/it-biztonsag/tanacsok/kozeleg-a-valentin-nap-es-ezt-az-online-csalok-is-tudjak/
https://nki.gov.hu/it-biztonsag/tanacsok/kozeleg-a-valentin-nap-es-ezt-az-online-csalok-is-tudjak/


ESEMÉNY
 

Mi is ott leszünk! 

 

AZ NBSZ NKI munkatársai is 
izgalmas előadásokkal 

készülnek, ráadásul ügyfeleink 
most 30% kedvezménnyel 

vehetnek részt a teljes 
rendezvényen. 

További információkért tekintse 
meg vonatkozó LinkedIn 

posztjainkat! 

Regisztráció 

2026. február 24-25. 
Siófok, Hotel Azúr 

Az ICT Global idén februárban megrendezi  
a Grand Opening 2026 nevű eseményt, mely során 

kiemelkedő szaktudással rendelkező előadók járják körbe 
a 2026-os üzleti világ kihívásait.  

A megvizsgálandó legfontosabb kérdés nem az,  
hogy a technológia vajon átformálja-e a piacot, hanem az,  

hogy mely cégek lesznek azok, akik nyerni tudnak  
a helyzetben; és kik azok, akik alulmaradnak. 

Grand Opening 2026 konferencia 

További információ 

ESEMÉNYEK
 

https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-activity-7424842707317202944-AHF-
https://konferencia.ictglobal.hu/e/grandopening2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://konferencia.ictglobal.hu/e/grandopening2026
https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-2026-konferencia-az-ict-global-activity-7426524024395956224--Ijp


HAVI CTI RIPORT
 

2026. január havi CTI riport 

 

 

A Nemzetbiztonsági Szakszolgálat Nemzeti Kiberbiztonsági 
Intézet havi rendszerességgel ad ki fenyegetéselemzést,  

mely összefoglalja a kibertér globális, valamint 
magyarországi helyzetét. A riport megismerése  

megfelelő támpontot adhat az olvasó számára, hogy  
szervezete milyen IT biztonsági kihívásokkal nézhet  

szembe a közeli jövőben.   

Elolvasom 

Érdekli, hogyan 
formálhatják a jövőt  

a különböző 
kiberbiztonsági 

kihívások? 

Fedezze fel velünk a 
legizgalmasabb témákat, 

a szakértői tippektől 
egészen a legújabb 

trendekig! 
 Kövesse podcastünket  

a legnépszerűbb 
felületeken! 

https://nki.gov.hu/it-biztonsag/elemzesek/2026-januar-havi-cti-riport/
https://nki.gov.hu/it-biztonsag/elemzesek/2026-januar-havi-cti-riport/
https://open.spotify.com/show/5CzKp0NBJLI1cvncU9TjRD?si=98ddd81d56c9465c
https://podcasts.apple.com/hu/podcast/kibert%C3%A1mad%C3%A1s/id1532692483
https://kibertamadas.simplecast.com/episodes

