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Szingapuri telekommunikaciés vallalatokat vett

célba egy Kinahoz kotheté APT csoport
(securityweek.com)

Az UNC3886 néven hivatkozott, Kinahoz kothetd APT csoport
kiberkemkedési kampanyt inditott Szingapur
telekommunikacios szektora ellen, jelentette be a Szingapuri
Kiberbiztonsagi Ugynodkség (CSA). Az Ugyndkség és az
Infocomm Media Development Authority (IMDA) kozos védelmi
hadmuveletet (CYBER GUARDIAN) kezdeményezett a
telekommunikacios szektor védelme érdekében. Bévebben...

Magas beosztasu Signal felhasznalékat vettek

célba a kiberblin6zék
(bleepingcomputer.com)

Biztonsagi figyelmeztetést adott ki a német belféldi hirszerzd
ugyndékseg a Signal Uzenetkuldd alkalmazason terjedd
adathalasz Uzenetekkel kapcsolatban. A német Szovetségi
Alkotmanyvédelmi Hivatal (BfV) és a Szovetségi
Informaciodbiztonsagi Hivatal (BSI) adatai szerint a tamadasi
kampany feltehetéen egy allami tamogatasu kiberblnozdéi
csoporthoz kothetd, és német, valamint eurdpai politikusokat,
katonatiszteket, diplomatakat és oknyomozd Ujsagirokat céloz.
Bdévebben...

Kotelez6 érvényii iranyelvet adott ki a CISA
(bleepingcomputer.com)

Az Egyesult Allamok Kiberbiztonsagi és Infrastruktura-
biztonsagi Ugyndksége (CISA) Uj, kotelezd érvényl irdnyelve
(BOD 26-02) el6irja a szdvetségi ugyndkseégek szamara, hogy
tavolitsak el azokat a haldzati peremeszkozeiket, amelyek mar
nem kapnak gyari frissitéseket. Bévebben...

Kibertamadas érte
Romania nemzeti
olajvezeték-

uzemeltetojét
(bleepingcoputer.com)

A Conpet olajvezeték-
Uzemeltetd cég el6zo heti
sajtokdzleményében arrol

nyilatkozott, hogy
kibertamadas érte az
informatikai rendszereit,
aminek kovetkeztében
elérhetetlenné valt a
weboldaluk (www.conpet.ro).
Bévebben...

Biztonsagi incidens
tortént az Eurdépai

Bizottsagnal
(bleepingcomputer.com)

Vizsgalatot inditott az Eurdpai
Bizottsag egy, a
mobileszkdzkezeld rendszerét
ért kibertamadas miatt. 2026.
januar 30-an az Eurodpai
Bizottsag kibertamadasra utalo
jeleket tapasztalt a
mobileszkdzdket kezeld
kdzponti infrastruktdrajan.
Bdévebben...


https://www.bleepingcomputer.com/news/security/european-commission-discloses-breach-that-exposed-staff-data/
https://nki.gov.hu/it-biztonsag/hirek/biztonsagi-incidens-tortent-az-europai-bizottsagnal/
https://www.bleepingcomputer.com/news/security/romanian-oil-pipeline-operator-conpet-discloses-cyberattack-qilin-ransomware/
https://www.facebook.com/permalink.php?story_fbid=pfbid0f9KtVdGE2Z2UdZYeH4qi9nzzGNT2uKYNcs9sRRnyJJz81vRzBXGAQBYgrQ6ao43Rl&id=100057500618073
https://nki.gov.hu/it-biztonsag/hirek/kibertamadas-erte-romania-nemzeti-olajvezetek-uzemeltetojet/
https://securityaffairs.com/187792/apt/china-linked-apt-unc3886-targets-singapore-telcos.html
https://nki.gov.hu/it-biztonsag/hirek/szingapuri-telekommunikacios-vallalatokat-vett-celba-egy-kinahoz-kotheto-apt-csoport/
https://www.bleepingcomputer.com/news/security/germany-warns-of-signal-account-hijacking-targeting-senior-figures/
https://nki.gov.hu/it-biztonsag/hirek/magas-beosztasu-signal-felhasznalokat-vettek-celba-a-kiberbunozok/
https://www.bleepingcomputer.com/news/security/cisa-orders-federal-agencies-to-replace-end-of-life-edge-devices/
https://nki.gov.hu/it-biztonsag/hirek/kotelezo-ervenyu-iranyelvet-adott-ki-a-cisa/
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Fenyegetettségi szint:

kozepes mMmagas kritikus

Az NBSZ NKI altal kezelt
incidensekre vonatkozé
statisztikai adatok

Az adatsorok melletti nyilak az
eléz6 héthez viszonyitott
valtozasokat mutatjak.

Az elosztott

kormanyzati IT biztonsagi
csapdarendszerbdl
(GovProbel)

szarmazé adatok

[llicit tartalom : G
Keéretlen level : ==
Karos tevékenység : ==
Informaciogyjtés : Q
Behatolasi kisérlet [0 4}

Adminisztrator fiok kompromittalodasa Q

Nem-adminisztratori fiok kompromittalodasa IG

Elerhetsseg [ £

Informaciébiztonsag ==

Visszaéles G

webapp-wordpress 1%

snmMp-cisco 23% 23 port 1%

4 " 80 port 3%
telnet 3%

1433 port; 13%
ssh 40% 22 port 80%

firewall 33% 3389 port 3%
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Riasztas Microsoft termékeket érintdé
sérulékenységekral

A Nemzetbiztonsagi Szakszolgalat Nemzeti Kiberbiztonsagi
Intézet (NBSZ NKI) riasztast ad ki a Microsoft szoftvereket
érintéd kritikus kockazati besorolasu sérilékenységek
kapcsan, azok sulyossaga, kihasznalhatdésaga és a
szoftverek széleskorU elterjedtsége miatt.

A Microsoft targyhavi biztonsagi csomagjaban 6sszesen 58
kUlonbozd biztonsagi hibat javitott, kéztlik 6 db nulladik
napi (zero-day) sebezhetéséget is amelyet a Microsoft
tajékoztatasa szerint tamadok kihasznalhattak, mivel mar a
javitas elétt publikalasra kerult:

CVE-2026-21510
CVE-2026-21513
CVE-2026-21514
CVE-2026-21519
CVE-2026-21525
CVE-2026-21533

Elolvasom

Tajékoztatas Adobe
szoftverek
sériulékenységeirdl -
2026. februar

A Nemzetbiztonsagi
Szakszolgalat Nemzeti
Kiberbiztonsagi Intézet (NBSZ
NKI) tajékoztatot ad ki az
Adobe szoftverfejlesztd cég
termékeit érinté
sérulékenységekkel
kapcsolatban, azok sulyossaga,
valamint az egyes biztonsagi
hibakat érint6 aktiv
kihasznalasok miatt.
Osszesen 44 kulonallé CVE
szammal rendelkezd
sérulékenység kerult javitasra,
ezek kdzul — a gyartai
besorolas szerint — 27 kritikus,
17 magas kockazati
besorolasu.

Elolvasom


https://nki.gov.hu/figyelmeztetesek/tajekoztatas/tajekoztatas-adobe-szoftverek-serulekenysegeirol-2026-februar/
https://nki.gov.hu/figyelmeztetesek/tajekoztatas/tajekoztatas-adobe-szoftverek-serulekenysegeirol-2026-februar/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21510/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21513/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21514/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21519/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21525/
https://nki.gov.hu/figyelmeztetesek/cve-serulekenysegek/cve-2026-21533/
https://nki.gov.hu/figyelmeztetesek/riasztas/riasztas-microsoft-termekeket-erinto-serulekenysegekrol-2026-februar/
https://nki.gov.hu/figyelmeztetesek/riasztas/riasztas-microsoft-termekeket-erinto-serulekenysegekrol-2026-februar/
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Kozeleg a Valentin-nap Célkeresztben az
és ezt az online csaldk is tudjak uzenetklldé
alkalmazasok
- 6ovatosan a

Kdztudott, hogy februar 14-e a szerelmesek napja. Ezzel a

. : e meghivokkal!
ténnyel azonban az online csaldk is tisztaban vannak. g
Ebben az idészakban éppen ezért, minden évben
megnovekszik a szerelemmel kapcsolatos online atverések Tovabbi érdekességekért,
szama, mas széval a romantikus csaldsoké. ime 5 tipp, hogyan hasznos tippekért és
maradhatunk mégis biztonsagban online ismerkedés kozben. tanacsokért olvassa el

korabbi tippunket is!

Elolvasom



https://nki.gov.hu/it-biztonsag/tanacsok/kozeleg-a-valentin-nap-es-ezt-az-online-csalok-is-tudjak/
https://nki.gov.hu/it-biztonsag/tanacsok/kozeleg-a-valentin-nap-es-ezt-az-online-csalok-is-tudjak/
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Grand Opening 2026 konferencia

2026. februar 24-25.
Siéfok, Hotel Azur

Az ICT Global idén februarban megrendezi
a Grand Opening 2026 nevl eseményt, mely soran
kiemelkedd szaktudassal rendelkez6 el6addk jarjak korbe
a 2026-0s Uzleti vilag kihivasait.

A megvizsgalandd legfontosabb kérdés nem az,
hogy a technoldgia vajon atformalja-e a piacot, hanem az,
hogy mely cégek lesznek azok, akik nyerni tudnak
a helyzetben; és kik azok, akik alulmaradnak.

Tovabbi informacioé

Regisztracio

Mi is ott leszUnk!

AZ NBSZ NKI munkatarsai is
izgalmas el6adasokkal
készulnek, rdadasul ugyfeleink
most 30% kedvezménnyel
vehetnek részt a teljes
rendezvényen.

Tovabbi informacidkért tekintse
meg vonatkozo LinkedIn
posztjainkat!



https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-activity-7424842707317202944-AHF-
https://konferencia.ictglobal.hu/e/grandopening2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://konferencia.ictglobal.hu/e/grandopening2026
https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-2026-konferencia-az-ict-global-activity-7426524024395956224--Ijp

2026. januar havi CTl riport

A Nemzetbiztonsagi Szakszolgalat Nemzeti Kiberbiztonsagi
Intézet havi rendszerességgel ad ki fenyegetéselemzést,
mely 6sszefoglalja a kibertér globalis, valamint
magyarorszagi helyzetét. A riport megismerése
megfelelé tdmpontot adhat az olvasd szamara, hogy
szervezete milyen IT biztonsagi kihivasokkal nézhet
szembe a kozeli jovében.

Elolvasom

Erdekli, hogyan
formalhatjak a jovot
a kulonbozé
kiberbiztonsagi
kihivasok?

Fedezze fel velunk a
legizgalmasabb témakat,
a szakértoi tippektol
egészen a legujabb
trendekig!
Kovesse podcastunket
a legnépszeribb
feltleteken!

A



https://nki.gov.hu/it-biztonsag/elemzesek/2026-januar-havi-cti-riport/
https://nki.gov.hu/it-biztonsag/elemzesek/2026-januar-havi-cti-riport/
https://open.spotify.com/show/5CzKp0NBJLI1cvncU9TjRD?si=98ddd81d56c9465c
https://podcasts.apple.com/hu/podcast/kibert%C3%A1mad%C3%A1s/id1532692483
https://kibertamadas.simplecast.com/episodes

