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IT biztonsagi sajtoszemle

2026. 8. hét .
ESEMENY
KONTAKT Tovabbi érdekességekért és
IT biztonsaggal kapcsolatos
‘ edt@nki.gov.hu tartalmakeért latogasson el
LinkedIn oldalunkra vagy

‘ FBC3 88A2 BF51 AD58 hallgassa meg podcast
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https://hu.linkedin.com/company/nemzeti-kibervedelmi-intezet
https://kibertamadas.simplecast.com/
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A Google kijavitotta 2026 elsé aktivan kihasznalt

zero-day Chrome sérulékenységét
(securityweek.com)

A Google pénteken rendkivuli, sirgés Chrome-frissitést adott Ki
egy olyan nulladik napi (zero-day) sérulékenység javitasara,
amely aktiv kihasznalas alatt all valos kérnyezetben. Az ilyen
tipusu frissitések telepitése kulondsen kritikus fontossagu,
mivel a javitas kiadasakor mar ismert, hogy a tamadok élnek
a javitas el6tti verzidban jelenlévé sérulékenységekkel.
Bévebben...

A Microsoft egy DNS-lekérdezéseket kihasznalé

ClickFix-tadmadasra figyelmeztet
(securityweek.com)

A  Microsoft figyelmeztetést adott ki egy ClickFix-alapu
tamadasi maodszerrél, amely DNS-lekérdezések segitségével
juttatja el a ModeloRAT nevl tavoli hozzaférésu trojait (RAT)
a célpontokhoz. A vallalat szerint a tamaddk a ClickFix technika
egy Uj valtozatat alkalmazzak a kartevok terjesztésére.
Bévebben...

Fizikai adathalaszlevelekkel vettek célba Trezor

és Ledger kriptovaluta-tarca tulajdonosokat
(bleepingcomputer.com)

Postai uton érkez6, hagyomanyos levelekkel tévesztik meg
aldozataikat a csaldék egy Uj, kriptovaluta eltulajdonitasara
iranyulé tamadasi kampany soran. Az elmult években tébb
olyan adatvédelmi incidens is érte a Trezor és a Ledger
szolgaltatokat, amelyek soran nyilvanossagra kerulhettek
az ugyfelek elérhetéségei. Bévebben...

Malware allasinterja

feladatokon keresztul
(securityaffairs.com)

Biztonsagi kutatok egy olyan
rosszindulatd kampanyt
azonositottak, amely hamis
allasajanlatok felhasznalasaval
fert6zi meg a fejlesztdi
kornyezeteket. A muvelet
célzottan JavaScript és
Python fejlesztékre fokuszal,
és fert6zott csomagok
terjesztésével probal
hozzaférést szerezni
fejlesztéi rendszerekhez.
Bévebben...

Az M altal generalt
karikaturak kozosségi
médiaban valé
megosztasanak

kockazatai
(theregister.com)

A Kiberbiztonsagi szakérték
arra hivjak fel a figyelmet, hogy
minél tébb informaciot teszink

kdzzé az interneten, annal
nagyobb tadmadasi fellletet
biztositunk a social engineering
jellegl tamadasoknak.
Bévebben...


https://www.theregister.com/2026/02/11/ai_caricatures_social_media_bad_security/
https://nki.gov.hu/it-biztonsag/hirek/az-mi-altal-generalt-karikaturak-kozossegi-mediaban-valo-megosztasanak-kockazatai/
https://securityaffairs.com/188009/apt/malicious-npm-and-pypi-packages-llinked-to-lazarus-apt-fake-recruiter-campaign.html
https://nki.gov.hu/it-biztonsag/hirek/malware-allasinterju-feladatokon-keresztul/
https://www.securityweek.com/google-patches-first-actively-exploited-chrome-zero-day-of-2026/
https://nki.gov.hu/it-biztonsag/hirek/a-google-kijavitotta-2026-elso-aktivan-kihasznalt-zero-day-chrome-serulekenyseget/
https://www.securityweek.com/microsoft-warns-of-clickfix-attack-abusing-dns-lookups/
https://nki.gov.hu/it-biztonsag/hirek/a-microsoft-egy-dns-lekerdezeseket-kihasznalo-clickfix-tamadasra-figyelmeztet/
https://www.bleepingcomputer.com/news/security/snail-mail-letters-target-trezor-and-ledger-users-in-crypto-theft-attacks/
https://nki.gov.hu/it-biztonsag/hirek/fizikai-adathalaszlevelekkel-vettek-celba-trezor-es-ledger-kriptovaluta-tarca-tulajdonosokat/
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2026. 02. 13. — 2026. 02. 19.
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Az NBSZ NKI altal kezelt Kéretlen levél : ==
incidensekre vonatkozé
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statisztikai adatok aros teverenyseg &
Az adatsorok melletti nyilak az IR P K
el6zé héthez viszonyitott Behatolasi kisérlet : N
valtozasokat mutatjak.
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webapp-wordpress 5% 1433 port 62%

Az elosztott snmp-cisco 39%

kormanyzati IT biztonsagi ‘ oy
csapdarendszerbdl
(GovProbe'I) - 161 port; 2%
szarmazo adatok , 3389 port 4%

telnet 5% . firewall 29%

22 port 21%
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Grand Opening 2026 konferencia Mi is ott lesziink!
2026. februar 24-25. AZ NBSZ NKI munkatarsai is
Siofok, Hotel Azur izgalmas el6éadasokkal

készulnek, raadasul ugyfeleink
most 30% kedvezménnyel
vehetnek részt a teljes
rendezvényen.

Az ICT Global idén februarban megrendezi
a Grand Opening 2026 nevl eseményt, mely soran
kiemelkedd szaktudassal rendelkezé el6adok jarjak korbe

a 2026-0s Uzleti vilag kihivasait.
Tovabbi informaciokért tekintse

meg vonatkozo LinkedlIn
posztjainkat!

A megvizsgalando legfontosabb kérdés nem az,
hogy a technoldgia vajon atformalja-e a piacot, hanem az,
hogy mely cégek lesznek azok, akik nyerni tudnak
a helyzetben; és kik azok, akik alulmaradnak.

Tovabbi informacio

Regisztracioé



https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-activity-7424842707317202944-AHF-
https://konferencia.ictglobal.hu/e/grandopening2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://konferencia.ictglobal.hu/e/grandopening2026
https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-2026-konferencia-az-ict-global-activity-7426524024395956224--Ijp

