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További érdekességekért és  
IT biztonsággal kapcsolatos 
tartalmakért látogasson el 
LinkedIn oldalunkra vagy 

hallgassa meg podcast 
adásainkat! 

https://hu.linkedin.com/company/nemzeti-kibervedelmi-intezet
https://kibertamadas.simplecast.com/


HÍREK
 

Az MI által generált 
karikatúrák közösségi 

médiában való 
megosztásának 

kockázatai  
(theregister.com)  

A kiberbiztonsági szakértők  
arra hívják fel a figyelmet, hogy 
minél több információt teszünk 

közzé az interneten, annál 
nagyobb támadási felületet 

biztosítunk a social engineering 
jellegű támadásoknak. 

Bővebben...  

Malware állásinterjú 
feladatokon keresztül 

(securityaffairs.com)  

Biztonsági kutatók egy olyan 
rosszindulatú kampányt 

azonosítottak, amely hamis 
állásajánlatok felhasználásával 

fertőzi meg a fejlesztői 
környezeteket. A művelet 

célzottan JavaScript és  
Python fejlesztőkre fókuszál,  

és fertőzött csomagok 
terjesztésével próbál 
hozzáférést szerezni  

fejlesztői rendszerekhez.  
Bővebben...  

A Google kijavította 2026 első aktívan kihasznált 
zero-day Chrome sérülékenységét 

(securityweek.com)  

A Google pénteken rendkívüli, sürgős Chrome-frissítést adott ki 
egy olyan nulladik napi (zero-day) sérülékenység javítására, 
amely aktív kihasználás alatt áll valós környezetben. Az ilyen 
típusú frissítések telepítése különösen kritikus fontosságú, 
mivel a javítás kiadásakor már ismert, hogy a támadók élnek  
a javítás előtti verzióban jelenlévő sérülékenységekkel. 
Bővebben...  

A Microsoft egy DNS-lekérdezéseket kihasználó 
ClickFix-támadásra figyelmeztet 

(securityweek.com)  

A Microsoft figyelmeztetést adott ki egy ClickFix-alapú 
támadási módszerről, amely DNS-lekérdezések segítségével 
juttatja el a ModeloRAT nevű távoli hozzáférésű trójait (RAT)  
a célpontokhoz. A vállalat szerint a támadók a ClickFix technika 
egy új változatát alkalmazzák a kártevők terjesztésére. 
Bővebben...  

Fizikai adathalászlevelekkel vettek célba Trezor  
és Ledger kriptovaluta-tárca tulajdonosokat

(bleepingcomputer.com)  

Postai úton érkező, hagyományos levelekkel tévesztik meg 
áldozataikat a csalók egy új, kriptovaluta eltulajdonítására 
irányuló támadási kampány során. Az elmúlt években több 
olyan adatvédelmi incidens is érte a Trezor és a Ledger 
szolgáltatókat, amelyek során nyilvánosságra kerülhettek  
az ügyfelek elérhetőségei. Bővebben...  

https://www.theregister.com/2026/02/11/ai_caricatures_social_media_bad_security/
https://nki.gov.hu/it-biztonsag/hirek/az-mi-altal-generalt-karikaturak-kozossegi-mediaban-valo-megosztasanak-kockazatai/
https://securityaffairs.com/188009/apt/malicious-npm-and-pypi-packages-llinked-to-lazarus-apt-fake-recruiter-campaign.html
https://nki.gov.hu/it-biztonsag/hirek/malware-allasinterju-feladatokon-keresztul/
https://www.securityweek.com/google-patches-first-actively-exploited-chrome-zero-day-of-2026/
https://nki.gov.hu/it-biztonsag/hirek/a-google-kijavitotta-2026-elso-aktivan-kihasznalt-zero-day-chrome-serulekenyseget/
https://www.securityweek.com/microsoft-warns-of-clickfix-attack-abusing-dns-lookups/
https://nki.gov.hu/it-biztonsag/hirek/a-microsoft-egy-dns-lekerdezeseket-kihasznalo-clickfix-tamadasra-figyelmeztet/
https://www.bleepingcomputer.com/news/security/snail-mail-letters-target-trezor-and-ledger-users-in-crypto-theft-attacks/
https://nki.gov.hu/it-biztonsag/hirek/fizikai-adathalaszlevelekkel-vettek-celba-trezor-es-ledger-kriptovaluta-tarca-tulajdonosokat/


STATISZTIKAI ADATOK
 

Fenyegetettségi szint: 

Az elosztott  
kormányzati IT biztonsági 

csapdarendszerből
(GovProbe1)  

származó adatok 

2026. 02. 13. — 2026. 02. 19. 

Az NBSZ NKI által kezelt 
incidensekre vonatkozó 

statisztikai adatok 

Az adatsorok melletti nyilak az 
előző héthez viszonyított 

változásokat mutatják. 



ESEMÉNY
 

Mi is ott leszünk! 

 

AZ NBSZ NKI munkatársai is 
izgalmas előadásokkal 

készülnek, ráadásul ügyfeleink 
most 30% kedvezménnyel 

vehetnek részt a teljes 
rendezvényen. 

További információkért tekintse 
meg vonatkozó LinkedIn 

posztjainkat! 

Regisztráció 

2026. február 24-25. 
Siófok, Hotel Azúr 

Az ICT Global idén februárban megrendezi  
a Grand Opening 2026 nevű eseményt, mely során 

kiemelkedő szaktudással rendelkező előadók járják körbe 
a 2026-os üzleti világ kihívásait.  

A megvizsgálandó legfontosabb kérdés nem az,  
hogy a technológia vajon átformálja-e a piacot, hanem az,  

hogy mely cégek lesznek azok, akik nyerni tudnak  
a helyzetben; és kik azok, akik alulmaradnak. 

Grand Opening 2026 konferencia 

További információ 

ESEMÉNYEK
 

https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-activity-7424842707317202944-AHF-
https://konferencia.ictglobal.hu/e/grandopening2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://ict-events.eventcloud.hu/grand-opening-2026
https://konferencia.ictglobal.hu/e/grandopening2026
https://www.linkedin.com/posts/nemzeti-kiberbiztonsagi-intezet_grand-opening-2026-konferencia-az-ict-global-activity-7426524024395956224--Ijp

